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Abstract�Two Admission Control schemes are investigated
for wireless Local Area Networks (WLANs) in the context of
the 802.11 standards. Every node handles the admission rules
locally and the system can operate in ad hoc mode. Speci�cally,
two possible admission mechanisms are compared. The terminals
operate in admission state when accessing the channel for the
�rst time and according to the number of collisions or the delay
characteristics, block themselves in order to prevent the system
from saturation. The second method is proved to provide a tighter
admission performance. The analysis and simulation presented
in this paper, show the improvement in quality when Voice over
Internet Protocol (VoIP) applications contend for the common
channel. The advantage of the proposed schemes is that they can
be used without the need of an Access Point.

I. INTRODUCTION

Since 1999 when IEEE announced the 802.11 standards for
WLANs [1], a lot of research activity has been focused on
performing Quality of Service (QoS) [2] in such networks.
The need, for supporting multimedia services, is driving a
great effort in research community due to the fact that the
wireless channel proves to be unreliable, as regards stringent
delay demand services. To prevent the system from collision
and overloading, both of which result in degradation of quality
levels, the use of admission control is proposed in the literature
by many, for example [3], [4] and [5].
A thorough overview on admission control in WLANs can

be found in [6]. This overview classi�es admission control into
many categories and refers to a number of previous works on
this matter. However, all these works assume the existence of
an access point as a prerequisite for the admission control even
when refering to distributed access. The access point is always
responsible for making the measurements and processing the
channel state in order to broadcast the rules of admission.
In the context of ad hoc mode admission control in the MAC

layer (layer-2), Gu and Zhang [7] proposed an algorithm based
on traf�c load measurements using the Relative Occupied
Bandwidth or the Average Collision Ratio as measures. By
means of simulation they proved that the �rst performs better,
but both of their proposed schemes showed extensive delay,
although incorporating 802.11e. In [8] there is an example of
ad hoc admission control performed in the layer-3. A lot of
work can be found in this matter as well.
In this paper we propose a MAC layer admission algorithm

to be used in ad hoc mode. According to [5], [6] and many

Fig. 1. Two-state transition model.

other authors, these admission mechanisms must be simple
and mostly protect the channel from overloading. Our models
provide backward compatibility to already installed wireless
networks by proposing minor alternations comparing to [1].
The performance is both analysed and simulated via Opnet
Simulator.
In the rest of the paper basic knowledge of [1] and [2] is

assumed. An extended overview of the standards can be found
in [9]. In section II the proposed schemes are explained, in
III analyzed and in IV simulated. In section V, the paper is
concluded with some insights to future work.

II. PROPOSED SCHEMES

Two simple admission schemes are proposed. In the subse-
quent sections the two-state model and the delay-based model
are explained.

A. Two-state Model
The �rst proposed model is based in the two-state concept,

the admission state and the normal operation state, which
are presented in the transition diagram of �gure 1. When
a new call is ready to send the �rst packet, it switches to
the admission state by using the respective access parameters,
minimum Contention Window (CWmin) equal to CWac and



Fig. 2. Markov Chain for the Admission State.

Arbitrary Interframe Spacing (AIFS) equal to AIFSac (Note
that the term AIFS is used here instead of DIFS since
it refers to an IFS that is arbitrarily set for the needs of
the proposed admission algorithm). The terminal attempts to
access the channel with these settings. If it succeeds to send,
the �rst packet is automatically accepted.
Therefore the admission control is based on the �rst packet

to transmit for every application. The application is blocked af-
ter xac unsuccessful attempts. In case of successful admission,
the terminal sets the access characteristics back to normal and
continues to contend for the channel. This admission algorithm
is a very simple one, with very few added complexity or
proccessing requirements. Moreover, the decisions are made
locally in each distributed node and therefore the algorithm
can be applied in the ad hoc mode providing access protection
abstracted from the network layer.
The analysis is based on the backoff counter markov analy-

sis initially proposed by Bianchi in [10] and the improvement
proposed by Foh et al. in [11] and by Paschos et al in [12].
Figure 2 from [11] is assumed to describe the states of the
backoff counter of a terminal transmitting in the normal state.
According to the same paper, bi;j;k is the stationary probability
of state fi; j; kg, p0 (p1) and q0 (q1) are the probabilities of
at least another terminal transmits and no terminal transmits
after an idle (a busy) period and � i(� b) are the probabilities
for a terminal to access the channel after an idle (a busy)
period. We incorporate Foh et al. analysis, since results for
throughput and collision probability provide adequate match
with simulation results. In our analysis, we assume that the
admission algorithm does not affect the analysis of the backoff
counter, an assumption based on the transitional nature of
the admission algorithm. The assumption holds true when
N >> Nac, where N is the number of terminals in normal
state and Nac the number of terminals in admission state,
which is the case for most of the time and especially for great
values of N .
When the terminal is in admission state, the two state model

can be described by the analytical Markov chain in �gure 2.

.

The stationary probability of the state fi; jg is de�ned as
si;j . The respective probabilities are, at least one terminal
transmitting after an idle period p0;ac (or a busy period
p1;ac), no terminal transmitting q0;ac, (q1;ac) and accessing
the channel � i;ac (� b;ac) Analysing the chain we get:

8<:
s0;0 = s1;0 (CWac � 1)

s0;j = (CWac � 1� j) s1;0; j 2 [1; CWac � 2]
s1;j =

1+p0;ac(CWac�1�j)
1�p1;ac s1;0 j 2 [1; CWac � 1]

(1)

Regarding the probabilities of transmission:

q0;ac ' q0
q1;ac ' q1

p0;ac = 1� q0
p1;ac = 1� q1

(2)

Equation 2 shows that the admission is based on the channel
condition (described by q0, q1). The average number of backoff
slots for every connection attempt will be:

BDac =
CWAC�2P

j=0

j�s0;j =
s1;0
6
CWac (CWac � 1) (CWac � 2)

(3)
where s1;0 is found by the following equation,

s1;0 = [
CWac(CWac + 1)

2
+

CWac � 1 + p0;ac (CWac�1)(CWac�2)
2

1� p
1;ac

]�1 (4)

which is derived by the normalization condition in Figure 2.
The average delay for every attempt to connect will be:

E fCD1g = BDac � � +NF � (PsTs + PcTc) (5)

where � is the slot duration, Ps the probability that a trans-
mission is successful, Pc the probability that a transmission



Fig. 3. Analysis of Average Connection Delay for xac = 1 and several
values of CWac and N . The connection delay is analysed for saturation
conditions.

is collided, Ts and Tc the respective durations and NF the
average number of freezes of backoff counter given by:

NF =
BDac=Pi

max (E [	] ; 1)
� 1 (6)

where Pi is the probability that a slot is idle and E [	] =
Pi= (1� Pi) is the average consecutive idle slots between two
transmissions. The probabilities Ps, Pc and Pi refer to the
already admitted terminals and the �rst two are calculated with
respect to non idle slot (so as Ps+Pc = 1). The probability of
accessing the channel in each attempt, when in the admission
mode, is:

Pac = Piq0 + (1� Pi) q1 (7)

Finally the average connection delay can be calculated
regarding the accepted calls only:

E fCDg = E fCD1g

xacP
k=1

k (1� Pac)k

xacP
k=1

(1� Pac)k
(8)

The blocking probability will be:

PB = (1� Pac)xac (9)

Figures 3 and 4 show the average connection delay and the
blocking probability performance of the two-state scheme in
case of channel saturation.
Figure 5 is the outcome of extensive simulation of the model

#1. Blocking probability is a statistic dif�cult to measure in
cases of small numbers. xac is set to 1 and CWac to 8 and
the tightest admission strategy is obtained. Comparing �gures
4 and 5, it can be seen that this admission strategy is very
loose and cannot protect properly the system. If the admission

Fig. 4. Analysis of Blocking Probability for several values of xac,N ,
CWac = 8 and saturated traf�c conditions.

Fig. 5. Simulation of Blocking Probability for several values of contending
stations.

settings are very tight, then calls can be rejected even when
the system has available resources, which of course is very
undesirable. For this reason, a delay-based model is proposed.

B. Delay-based Model
This model is based on a delay threshold Tthr. While the

wireless station remains in admission state, the access delay
is monitored and the access is blocked if found greater than
the threshold. After the admission period Tac has passed, the
station turns to normal mode and continues transmitting unin-
terrupted. This concept is based on the fact that average MAC
delay is proportional to the network traf�c. This means, that
imposing a speci�c threshold, the blocking probability will get
higher when the traf�c is greater. In order to choose effectively
this threshold, the delay information must be known for several
traf�c conditions and number of transmitting terminals. For



Fig. 6. Average Medium Access Control (MAC) Delay versus offered traf�c
intensity for several values of contending stations. Packet length is set to
1024B.

Fig. 7. Simulation of Blocking Probability for several values of contending
stations.

this reason we de�ne the traf�c intensity normalized with

channel rate as � =

P
N

�i

R , where �i is the traf�c of each
terminal. From opnet simulation, �gure 6 is obtained.
An analytical approach of the delay model is beyond the

scope of this paper. Using �gure 6, an optimal delay threshold
is chosen. The desirable effect of admission algorithm is to
provide access when the traf�c is low and deny it when the
channel is overloaded. We set the thereshold to the value
Tthr = 0:03 sec, and we simulate the blocking probability
relative to the normalized traf�c intensity and number of
terminals shown in �gure 7.
Note that in �gure 7, the small values are calculated

seperately using a much greater number of simulation samples
for better precision of blocking probability. From the same
�gure, the desired phenomenon can be observed. In cases of

Fig. 8. Throughput performance comparison between the two models and
the legacy 802.11 protocol.

small traf�c load, all attempts are accepted whereas in cases
of high traf�c, all calls are blocked.

III. PERFORMANCE ANALYSIS
In order to compare the functionality of the two proposed

admission schemes with the legacy 802.11 protocol, a speci�c
environment is assumed. A series of 20 VoIP calls is initiated
in a wireless channel of 1Mbps data rate and the resulting
throughput and delay are measured to provide a Quality
measure for each scheme. The VoIP traf�c is considered a
constant bitrate (CBR) application sending 160B each 20msec
resulting in 64kbps G.711 codecs. The results of �gures 8-9 are
found using the OPNET simulator. As regards the admission
settings, model #1 has CWac = 32, xac = 2 and model #2
has Tthr = 0:03 sec and Tac = 1 sec. Such a value of Tthr is
set so as the proposed admission control to be able to handle
effectively the VoIP traf�c. In such a case, and since 160B
packets generate each 20msec in a G.711 codec [13], VoIP will
be transmitted without signi�cant degradation of the quality of
speech [14].
In �gure 8, the aggregating throughput is showcased.

Throughput for the model 2 is always kept below saturation
which results in better offered quality. More speci�aclly, when
the saturation conditions have been reached (i.e. 8 calls have
been accepted) new calls are being dropped. In this random
scenario, the stochastic nature of model 1 is showcased as well.
The 8th call gets blocked although the saturation condition
are not yet reached. The tighter the admission algorithm, the
more throughput rate is achieved at high load since we have
less amount of collisions. However, the difference is small.
The real gain of admission control is shown in �gure

9, where the total MAC delay is monitored in a real-time
manner. The proposed models use the admission control to
keep the delay lower than in the legacy 802.11 protocol. This
is achieved by blocking new calls when the traf�c is high.
Model 2 provides better quality than model 1 since it keeps



Fig. 9. Delay performance comparison of the two proposed models and the
legacy 802.11 protocol.

the MAC delay below the given threshold of 30m sec. When
no admission control is used, the system quickly becomes
overloaded and the quality of all ongoing calls is severly
deteriorated.

IV. FUTURE WORK AND CONCLUSION
Two admission control models are proposed both of which

are simple to implement and backward compatible to 802.11
protocol. The advantage of the proposed models is that they
can be used in a distributed manner without the need of an
Access Point. The second model is found to perform more
ef�ciently providing better Quality of Service for VoIP calls
in high traf�c conditions. The proposed models can be applied
to 802.11e protocol as well. Simulation and analysis for this
case are left as future work. Another interesting issue is the
analytical derivation of per packet MAC delay. The full model
of delay can be used to calibrate the Tthr more ef�ciently and
to optimize the values.

REFERENCES
[1] Wireless LAN Medium Access Control (MAC) and Physical Layer

Speci�cations, IEEE Std. 802.11, 1999.
[2] Medium Access Control (MAC) Enhancements for Quality of Service

(QoS), �nal D13.0, IEEE Draft Std 802.11e, July 2005.
[3] M. Ergen and P. Varaiya, "Throughput Analysis and Admission Control

for IEEE 802.11a", ACM-Kluwer MONET Special Issue on WLAN
Optimization at the MAC and Network Levels.

[4] S. Garg and M. Kappes, "An experimental study of throughput for
UDP and VoIP traf�c in IEEE 802.11b networks", IEEE Wireless
Communications and Networking 2003.

[5] Y. Xiao, H. Li and S. Choi, "Protection and Guarantee for Voice
and Video Traf�c in IEEE 802.11e Wireless LANs", in Proc. IEEE
INFOCOM'04, Hong Kong, March 2004.

[6] D. Gao, J. Cai and K.N. Ngan, "Admission Control in IEEE 802.11e
Wireless LANs, IEEE Network Magazine, special issue on Wireless
Local Area Networking: QoS provision & Resource Management, vol.
19, no. 4, pp. 6-13, July/Aug. 2005.

[7] D. Gu and J. Zhang, "A New Measurement-Based Admission Control
Method for IEEE 802.11 Wireless Local Area Networks", IEEE Inter-
national Symposium on Personal, Indoor and Mobile Radio Communi-
cations (PIMRC), Vol. 3, pp. 2009-2013, September 2003.

[8] Y. Yang and R. Kravets. "Contention-Aware Admission Control for Ad
Hoc Networks", IEEE Transactions on Mobile Computing, vol. 04, no.
4, pp. 363-377, July/August, 2005.

[9] Z. Kong, D. Tsang, B. Bensaou and D. Gao, "Performance Analysis
of IEEE 802.11e Contention-Based Channel Access", IEEE J. on Sel.
Areas on Commun., vol.22, Dec 2004.

[10] G. Bianchi, "Performance analysis of the IEEE 802.11 distributed
coordination function, IEEE J. Select. Areas Commun., vol. 18, pp. 318-
320, Mar. 2000.

[11] C.H. Foh and J.W. Tantra, "Comments on IEEE 802.11 Saturation
Throughput Analysis with Freezing Backoff Counters, IEEE Communi-
cation Letters, Vol.9, No.2, 2005.

[12] G. S. Paschos, I. Papapanagiotou, S. A. Kotsopoulos and G. K. Kara-
giannidis, "A new MAC protocol with pseudo-TDMA behaviour for
supporting Quality of Service in 802.11 Wireless LANs", to appear
in EURASIP Journal on Wireless Communications and Networking,
Regular Issue Articles,Volume 2006.

[13] ITU-T G.711, Pulse code modulation (PCM) of voice frequencies, Nov.
1988.

[14] ITU-T G.114, One-Way Transmission Time, Feb. 1999.


